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Objectives

Explain the role of Data Link layer protocols in data transmission.

Describe how the Data Link layer prepares data for transmission
on network media.

Describe the different types of media access control methods.

Identify several common logical network topologies and describe
how the logical topology determines the media access control
method for that network.

Explain the purpose of encapsulating packets into frames to
facilitate media access.

Describe the Layer 2 frame structure and identify generic fields.

Explain the role of key frame header and trailer fields including
addressing, QoS, type of protocol and Frame Check Sequence.
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The Data Link layer prepares network data for the physical network.
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2. Data Link

The Data Link layer protocols describe

methods for exchanging data frames between

devices over a common media.
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Data Link Layer — Accessing the Media

The Data Link Layer

Data link layer protocols Different protocols may be
govern how to format a in use for different media.
frame for use on different
media.

At each hop along the path, an intermediary device
accepts frames from one medium, decapsulates the
frame and then forwards the packets in a new frame. The
headers of each frame are formatted for the specific E

medium that it will cross.
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Transfer of Frames
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Ethernet The Data Link layer is

responsible for controlling the

transfer of frames across the
media.
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Connecting Upper Layer Services to the Media

The Data Link layer links Physical devices devoted to the

the software and Data Link layer have both
hardware layers. hardware and software
components.
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Media Access Control Technigques

Media Access Control Methods

No control at all would result
in many collisions.
Collisions cause corrupted
frames that must be resent.

Methods that enforce a high
degree of control prevent
collisions, but the process
has high overhead.

Methods that enforce a low
degree of control have low
overhead, but there are more
frequent collisions.

No control
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Media Access Control for Shared Media

— Controlled Access
| have a packet —
to send, but its My tun to
not my tum" Send... I W|"
'l wait, send now.
— A |
| have nothing
to send.
FRAME B B FRAME
Shared Media ﬁ
Method Characteristics Example
Controlled Access  + Only one station transmits at a time v Token Ring
» Devices wishing to transmit must wait their ~ » FDDI
turn
v No collisions

+ Some deterministic networks use token
passing

Media Access Control for Shared Media

Contention-Based Access

| try to send | try to send
when | am when | am
ready. | try to send  ready.
when | am R

g ready. ;
~ .
FRAME FRAME
Shared Media Q

Method Characteristics Example
Contention Based  » Stations can transmit at any time o Ethernet
Access v Collisions exist + Wireless

» Mechanisms exist to resolve contention:
+ CSMAJCD for Ethernet networks
+ CSMAJ/CA for 802.11 wireless networks
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= Define Full Duplex and Half Duplex as it relates to

Media Access Control for non-shared media

Media Access Control for Non-shared media
Media Access Control for Non-shared media
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= Describe the purpose of a logical topology and identify
several common logical topologies

Logical Topologies
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Point-to-Point Topology
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Node 1 Node 2

Limited to two nodes
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Logical Point-to-Point Topology

Adding intermediate physical
connections may not change the
logical topology.

Destination

Node

Logical point-to-point connection
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Logical Multi-Access Topology

Logical Multi-Access Topology

| need to transmit to D. Transmission detected. I'll
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Logical Ring Topology
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Media Access Control Addressing and
Framing Data

Data Link Layer Protocols - The Frame

In a fragile environment, Greater effort needed to ensure delivery = higher overhead = slower
transmission rates

more controls are needed to
ensure delivery. The header
and trailer fields are larger as
more control information is
needed.

In a protected environment,

Less effort needed to ensure delivery = lower overhead = faster
we can count on the frame
arriving at its destination.

transmission rates
Fewer controls are needed,
resulting in smaller fields and " y
smaller frames. : | > | FRAME
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Media access control addressing and framing
data

The Role of the Header
The Role of the Header
Header
f i Data FCS STOP FRAME
~ Start Frame Address Type/ Length
Header Roll over to learn more.
—
Start Frame Address Typel Length Data FCS STOP FRAME The ?tart Frame field tells other devices on the network that a frame is coming along the
medium.
The Role of the Header The Role of the Header
Header Header
f i Data FCs STOP FRAME 7 3 Data FCs STOP FRAME
StartFrame ~  Address  Type/Length Start Frame Address  Type/ Length
Roll over to learn more. Roll over to learmn more.

The Address field stores the source and destination Data Link addresses. The Type/Length field is an optional field used by some protocols to state either what

type of data is coming or possibly the length of the frame.
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Logical Multi-Access Topology

J i i Data Link layer
Addresses
A Multi-Access frame required.
has many possible
destinations.

Logical Point-to-Point Topology

Data Link layer
Addresses not
required.

()=
A Point-to-Point frame

has only 1 possible
destination.
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The role of the trailer

Trailer
START ]

ADDRESS TYPE/LENGTH Data
FRAME

‘ FCS Stop Frame

The Frame Check Sequence field is used for error checking. The source calculates a number
based on the frame's data and places that number in the FCS field. The destination then
recalculates the data to see if the FCS matches. If they don't match, the destination deletes

the frame.
Trailer
START ADDRESS TYPE/LENGTH Data '
FRAME FCS Stop Frame

The Stop Frame field, also called the Frame Trailer, is an optional field that is used when the

length of the frame is not specified in the Type/Length field. It indicates the end of the frame
when transmitted.




Example of layer two connection

Examples of Layer 2 Protocols
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